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Стрембицька Л.А.

**Українська мова, 9 клас**

**Тема:** Вимоги до мовлення .Мовленнєва ситуація.Особливості орієнтування в ситуації спілкування в інтернет-просторі, зокрема в соцмережах. Уникання небажаного й небезпечного спілкування, протистояння маніпулятивним впливам

**Мета:** формувати **предметні** компетентності: знання про особливості орієнтування в ситуації спілкування в інтернет-просторі, як уникнути небажаного й небезпечного спілкування, протистояти маніпулятивним впливам; словниковий запас, зв’язне мовлення та критичне мислення; формувати **ключові** компетентності: *уміння вчитися*: активну пізнавальну діяльність, *комунікативні*: стимулювати вміння учнів висловлювати власну точку зору, навички спілкування, *інформаційні*: вміння знаходити потрібну інформацію та подавати її, з*агальнокультурні*: прагнення до мовної освіти, світогляд, культуру спілкування

Соціалізація та соціальні мережі все глибше проникають у життя користувачів, і все більше місце в реальному житті займає віртуальне спілкування. Сьогодні простіше розіслати запрошення друзям на День народження через Facebook, аніж запросити їх особисто, обдзвонити телефоном або розіслати запрошення поштою.

Саме через популярність та глибину проникнення в наше життя зловмисники все більше й більше звертають увагу на те, як і про що ми спілкуємося в соцмережах. Ми хочемо ділитися зі своїми друзями новинами про нову покупку, про майбутню відпустку з усією сім’єю, про отриману премію. Але якщо хтось просто порадіє за вас (або позаздрить), то хтось може задуматися зовсім про інше: «Ага! Тут є чим поживитися!». Отож сьогодні спробуймо скласти правила та поради, які б допомогли уникнути небажаних атак на вашу віртуальну особистість

***«Як уникнути атак на вашу віртуальну особистість»***

1. Використовуйте надійний пароль - комбінуйте букви, цифри та інші символи.

2. Не вірте всьому, що читаєте - завжди перевіряйте достовірність джерела.

3. Не викладайте особисту інформацію про себе, своїх рідних, друзів і знайомих в Інтернеті.

4. Не ховайтеся за анонімністю екрану комп'ютера. Не кажіть того, що не могли б сказати людині в обличчя.

5. Подумайте двічі, перш ніж поширити будь-яку інформацію. Як і в житті, потрібно думати про наслідки того, що говориш.

6. Не поширюйте в Інтернеті контент незаконного або непристойного змісту.

7. Переконайтеся, що ваш профіль у соціальній мережі закритий від сторонніх (перевірте налаштування безпеки).

8. Додавайте "у друзі" тільки тих, кого дійсно знаєте: навіть якщо це друзі ваших друзів, але особисто ви не знайомі, краще зайвий раз перестрахуватися.

9. Вашим друзям слід питати вашого дозволу, перш ніж завантажувати фотографії з вами або позначати вас на фотографіях в соціальних мережах. Не бійтеся сказати їм про це, і самі теж дотримуйтесь цього правила.

10. Не переходьте за посиланнями, прикріпленим в імейл-повідомленнях – безпечніше вводити адресу в рядок браузера самому.

Фішинг – один з видів шахрайства, спрямований на викрадення цінних особистих даних користувача, таких як номери кредитних карток, паролі, дані про банківські рахунки і т.д.

Дії у випадку фішинг-атаки

1. Повідомте компанію, чиє ім'я було використано. Для цього створіть нове повідомлення у вашій поштовій скриньці, вкладіть у нього шахрайське повідомлення і відправте на адреси відповідних організацій.

2. Терміново змініть паролі для всіх облікових записів, якими ви користуєтесь у мережі.

3. Регулярно перевіряйте стан своїх рахунків.

4. Встановіть на свій комп’ютер антивірусні та антишпіонські програми, регулярно їх оновлюйте.

*Соціальні мережі*

Соціальні мережі сприяють вашій творчості, дозволяють постійно контактувати з друзями, надають багато можливостей – обмінюватися і переглядати відео, фото, слухати музику. І все це в одному місці. Але як уникнути небезпек і отримати користь і задоволення від відвідування соціальних мереж?

*Перегляд фільмів*

*Зображення*

*Персональний*

*Спілкування он-лайн*

*Повідомлення*

*Chainmails*

*Чати*

*Мобільне спілкування*

Premium RateNumbers – платні номери

*IMEI номер*

*Погрози*

*Реклама*

*Музика*

*Ігри*

Домашнє завдання

Написати твір-мініатюру «Я і безпечний Інтернет».

**Інформаційний аркуш №1**

Пропонуємо вам матеріал про те, як захистити свої особисті дані.

Особливо зверніть увагу на ваші дії у випадку фішинг-атаки.

Фішинг – один з видів шахрайства, спрямований на викрадення цінних особистих даних користувача, таких як номери кредитних карток, паролі, дані про банківські рахунки і т.д.

Шахраї можуть розсилати безліч повідомлень, які відправлені ніби надійними веб-вузлами (наприклад, від банку) і містять запит особистих даних.

Шахраї постійно вдосконалюють свої фішинг-повідомлення і вспливаючі вікна. Вони часто використовують офіційні емблеми реальних організацій та інші дані, отриманні зі справжніх веб-вузлів. Як розпізнати шахрайське повідомлення електронної пошти?

Наводимо кілька прикладів фраз, що часто використовуються при проведенні фішинг-атак:

«Підтвердіть свій обліковий запис». Представники компаній не повинні робити запит по електронній пошті про паролі, імена користувачів, номери соціального страхування та іншу особисту інформацію. Отримав повідомлення від корпорації Microsoft з проханням оновити інформацію про кредитну картку, не відповідайте – це шахрайське повідомлення;

«Якщо ви не дасте відповідь протягом 48 годин, ваш обліковий запис буде заблокований». Такі повідомлення викликають відчуття терміновості, щоб змусити людину відповісти не роздумуючи;

«Клацніть на посилання, наведене нижче, щоб отримати доступ до свого облікового запису». Посилання, за якими просять перейти, можуть бути повністю або частково містити реальне ім'я компанії або бути повністю замаскованими. Вони ведуть на інший веб-вузол (як правило, шахрайський).

Фішинг-повідомлення зазвичай розсилаються масово і не містять ані імені, ані прізвища отримувача.

Дії у випадку фішинг-атаки

1. Повідомте компанію, чиє ім'я було використано. Для цього створіть нове повідомлення у вашій поштовій скриньці, вкладіть у нього шахрайське повідомлення і відправте на адреси відповідних організацій.

2. Терміново змініть паролі для всіх облікових записів, якими ви користуєтесь у мережі.

3. Регулярно перевіряйте стан своїх рахунків.

4. Встановіть на свій комп’ютер антивірусні та антишпіонські програми, регулярно їх оновлюйте.

**Інформаційний аркуш №2**

Пропонуємо вам матеріал про те, як безпечно спілкуватися в мережі.

Зробіть відповідні висновки (письмово) і представте їх на обговорення групи.

*Соціальні мережі*

Соціальні мережі сприяють вашій творчості, дозволяють постійно контактувати з друзями, надають багато можливостей – обмінюватися і переглядати відео, фото, слухати музику. І все це в одному місці. Але як уникнути небезпек і отримати користь і задоволення від відвідування соціальних мереж?

*Перегляд фільмів*

Дехто дуже любить дивитися фільми і відеоролики, використовуючи, наприклад, YouTube, переглядаючи своє улюблене відео та спілкуються з тими, кому це теж подобається. Але пам’ятайте, що на подібних сайтах немає обмежувальної класифікації за віком (як у кінотеатрах) й інколи можна знайти фільм, що не підходить вам за віком. Якщо фільм тривожить вас, викликає почуття страху, роздратування, відчаю, сорому – не потрібно його дивитись. Можна поділитися своєю думкою з дорослими, які можуть звернутися зі скаргою до адміністрації сайту.

*Зображення*

Фотографії і фільми – важлива частина мережевого простору. Завжди гарно подумайте, перш ніж завантажити свої фотографії чи відео. Зображення залишаються на сайтах надовго (інколи навіть після того, як ви їх видалили). Вони можуть бути скопійовані, відредаговані і використані де завгодно. Подумайте, чи хочете ви цього. Пам’ятайте, коли ви викладаєте щось у мережі, це стає доступним мільйонам людей в світі. Про що ви маєте подумати у першу чергу, коли оновлюєте свої сторінки у соціальних мережах? Про власну безпеку. Захистіть сторінки налаштуваннями приватності – так ви зможете контролювати тих, хто має доступ до вашої інформації.

*Персональний профіль* - це джерело інформації про вас. Додавання деталей – цікавий і веселий процес, але краще утриматися від додавання деякої інформації. Дату народження, адресу, номер мобільного краще не публікувати.

Мільйони людей в усьому світі спілкуються у соціальних мережах. Переконайтесь, що ніхто не має доступу до персональних налаштувань ваших сторінок і сайтів.

І ще декілька порад:

- частіше перевіряйте персональні налаштування ваших сторінок, щоб захистити себе від небажаних контактів;

- попросіть друзів і членів родини повідомити вам, якщо вони помітили, що ви розмістили надто багато особистої інформації або неналежні фото, відео. Зі сторони це може бути більш помітно. Зберігайте паролі у таємниці;

- поважайте себе та інших у мережі;

- якщо відбулась якась неприємна ситуація, повідомте про це дорослих.

Пам’ятайте, що кіберзалякування і погрози з мережі неприпустимі! На це обов’язкового необхідно реагувати:

- повідомити адміністраторам сайту;

- зберегти повідомлення-погрозу як доказ;

- обов’язково поставити до відома дорослих.

*Спілкування он-лайн*

Розмови з друзями завжди дозволять вам дізнатися останні новини. Електронна пошта, Skype, Qip – що вам більше до вподоби?

Ваше ім'я в сервісах для он-лайн спілкування має легко запам’ятовуватися, але це не повинно бути вашим реальним, повним іменем.

*Повідомлення*

Ви колись отримували від друзів неочікувані файли невідомого вам змісту? Двічі подумайте, перш ніж відкрити їх, вони можуть містити віруси. Якщо не впевнені, краще перепитайте друга про них по телефону або особисто.

У своїй електронній скриньці відкривайте лише повідомлення від тих людей, яких ви знаєте і яким довіряєте. Не забувайте прочитувати тему повідомлення. Якщо тема викликає підозри і не схожа на те, про що ви могли б поговорити з друзями, не відкривайте ніякі вкладення. Це можуть бути віруси.

*Chainmails* – повідомлення-ланцюжки, у яких просять переслати їх десятьом друзям, а інакше відбудеться щось неприємне, жахливе. Домовтесь з друзями не пересилати подібний спам. Якщо в таких повідомленнях міститься реальна загроза, поговоріть з дорослими.

*Чати*

Вони відкриті для всіх, ви можете говорити з кожним. Якщо ви спілкуєтесь в чатах, переконайтесь, що в них є модератори – люди, які слідкують за змістом спілкування. Будьте обережними і не повідомляйте особисту інформацію. Уникайте безпосередніх контактів з невідомими партнерами по спілкуванню. Якщо ви домовились з кимось про реальну зустріч, обов’язково повідомте про це дорослих.

Пам’ятайте: щоб ви не використовували для спілкування – мобільний телефон, комп’ютер тощо – правила безпеки завжди однакові.

**Інформаційний аркуш №3**

Пропонуємо вам матеріал про те, як безпечно спілкуватися за допомогою мобільного телефону, як не потрапити на вудку реклами і що робити зі спамом.

Зробіть відповідні висновки (письмово) і представте їх на обговорення групи.

*Мобільне спілкування*

Premium RateNumbers – платні номери

Що це таке? Це можливість витрати багато грошей, навіть не усвідомлюючи цього. Пропонуються різні послуги, придбання цікавих речей, акції і для цього вам потрібно подзвонити на певний номер або надіслати повідомлення. Всі дзвінки і повідомлення можуть бути дуже дорогими. Якщо ви хочете здійснити покупку онлайн, завжди уважно читайте всю надану інформацію, особливо написану дрібним шрифтом. Якщо у вас виникли труднощі із цим питанням, попросіть батьків зв’язатися з цим сайтом.

*IMEI номер*

Персональний ідентифікаційний код телефону (англ. InternationalMobileEquipmentIdentity), який встановлюється на заводі при виготовленні, слугує для ідентифікації пристрою в мережі. Зберігається у прошивці апарату, як правило, написаний на упаковці, в гарантійному талоні, а також під батареєю мобільного телефону. Відіграє роль серійного номеру апарату. Передається в ефір при авторизації у мережі. IMEI номер використовується для відстеження апаратів, для їх блокування на рівні оператора мобільного зв’язку при крадіжці.

Запишіть цей номер і зберігайте у надійному місці.

*Погрози*

Якщо ви стали отримувати неприємні чи грубі повідомлення з невідомих номерів, пам’ятайте – на них не потрібно відповідати, але необхідно зберегти у якості доказів. Якщо вас таким чином турбують, зверніться до дорослих, ким довіряєте, в школу або до мобільного оператора.

Декілька порад:

- завжди замислюйтесь, кому ви повідомляєте свій мобільний номер – ви не знаєте, чим це може закінчитися;

- будьте пильними, не розмовляйте голосно у публічних місцях, а також не слухайте голосно музику;

- будьте обережні з тим, що завантажуєте у свій телефон – кількість вірусів постійно зростає;

- якщо ви отримуєте смс-спам з різних номерів, повідомте про це вашого оператора.

*Реклама*

Деякі сайти містять багато реклами, яка привертає увагу, відволікаючи від мети, з якою ви зайшли в Інтернет. Якщо у вас весь час з’являються вспливаючі вікна, ви можете позбутися них, клацнувши мишкою «закрити», або натиснувши комбінацію клавіш Alt F4.

Зауважте:

- коли вас зацікавив якійсь рекламований продукт і ви вводите свої дані, щоб придбати його або дізнатися більше, завжди читайте інформацію про політику конфіденційності, щоб знати, куди інформація уходить від вас;

- не вірте всьому підряд. Якщо інформація (або рекламна пропозиція) надто приваблива – це може бути пастка шахраїв;

- поговоріть зі своєю родиною і заведіть окрему сімейну електронну скриньку для онлайн покупок і онлайн підписки. Залиште свою особисту скриньку для листування з друзями;

- інколи важко відрізнити рекламу від просто якогось розважального контенту. Читайте посилання уважно і перевірте безпеку свого комп’ютера і персональних даних, якщо ви помилково не туди натиснули.

Скористайтесь нижченаведеними порадами, щоб уникнути небажаного спаму, реклами у своїй поштовій скриньці та убезпечити себе при користуванні Інтернет-ресурсами для спілкування:

- ставтесь з повагою до свого Інтернет-простору – дозволяйте тільки друзям і близьким людям спілкуватися з вами. Якщо ви не зустрічали когось у реальному житті, намагайтесь уникати таких контактів;

- використовуйте нікнейм, а не своє справжнє ім'я. Нікнейм має бути таким, щоб не привертати небажаної уваги;

- завжди звертайте увагу на особисті налаштування тих сайтів, де ви публікуєте особисту інформацію. Переконайтесь, що ви особисто знаєте тих, хто бачить і може скопіювати дану інформацію;

- спостерігайте за поведінкою своїх друзів у мережі і робіть щось, якщо вважаєте, що вони потрапили у ризиковану ситуацію;

- видаляйте листи-ланцюги (наприклад, «перешли це 10 друзям…»), не читаючи їх.

*Музика*

Музика – одна з ваших найулюбленіших розваг у вільний час. Не забудьте про правила безпеки, коли ви працюєте з музичними файлами в Інтернеті:

- завжди читайте інформацію, написану в оголошенням дрібним шрифтом, перш ніж програти чи завантажити якусь мелодію чи ринг тон;

- перш ніж завантажити пісню, прочитайте відгуки інших користувачів;

- якщо ви використовуєте якісь програми обміну файлами, переконайтесь, що вони встановлені вірно і не дозволяють стороннім особам отримувати доступ до всіх файлів вашого комп’ютера;

- поважайте авторське право. Якщо автор пісні не виклав її на своєму офіційному сайті для вільного завантажування, ви можете опинитися у категорії порушників авторських прав.

*Ігри*

Ігри бувають найрізноманітнішими – від коротких і простих, до складних, у яких беруть участь багато гравців. Усі вони дуже різні, але якою б гра не була і на чому б ви не грали (комп’ютер, телефон, ігрова консоль), правила безпеки залишаються однаковими:

- треба створити сімейну електронну адресу для реєстрації у грі;

- вивчіть спеціальну мову ігор;

- якщо у процесі гри хтось почне використовувати нецензурні вирази у вашу адресу, ви можете зробити скріншот і пожалітися адміністрації сайту, використавши скріншот як доказ;

- не забувайте про мережевий етикет. Флеймінг і тролінг – приклади безвідповідальної поведінки і не варто витрачати свій час на таких користувачів. Завжди будьте ввічливими у спілкуванні;

- переконайся, що при реєстрації у грі ти не видав особистої інформації.

І ще кілька корисних порад:

- вивчіть рейтинг гри, переконайтесь, що вона підходить вашому віку;

- прочитайте терміни гри й умови використання даних сайтів, перевірте, чи є спеціальні функції безпеки для дітей;

- заповніть свій профіль гравця таким чином, щоб це дозволило вам знайти інших гравців вашого віку;

- нехай ваші батьки знають ваш псевдонім, як перевірити ваш онлайн акант на предмет безпеки, якщо раптом щось піде не так;

- встановіть часові обмеження для себе. Використайте, наприклад, будильник у мобільному телефоні, щоб слідкувати за часом.